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http://splash247.com/maersk-hit-giant-cyber-attack/
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http://splash247.com/maersk-still-not-back-normal-three-weeks-petya-attack/
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"awareness on cyber security needs 
and challenges in the maritime sector 
is currently low to non-existent"

"Maritime is way behind the curve in 
standards on cyber security"

"the soft underbelly of the maritime 
industry is its reliance on Information 
and Communication Technology"
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Why do we need VDES?
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Bow-tie diagram
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Research Questions

1. How can bow-tie diagrams be extended to include security 
considerations in addition to safety considerations?

2. How can the likelihood of cause and severity of cyber attacks 
be visualized in bow-tie diagrams?
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Final remarks

• Scenario based analysis proves that: 
• security concepts can be contained within bow-ties (RQ1)
• RMA-inspired indicators work well to visualize likelihood (RQ2)

• High level overview of causes, consequences, barriers
• more suitable to put details in other types of diagrams
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